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GUJARAT INFORMATICS LIMITED 
Block No: 2, 2nd Floor, Karmayogi Bhavan, 

C & D Wing, Sector-10, Gandhinagar: 382 010 Phone No: 23256022, Fax No: 23238925 
 

Request for quotation for Procurement of Wild Card SSL (Secured 
Socket Layer) Certificate for .Gujarat.gov.in for Gujarat State 
Data Center, Gandhinagar. (Issued dated 11.07.2025) 

 
Last Date of Submission of Physical Quotation: 17.07.2025 till 1200 hours 

Date of Opening of Quotation: 17.07.2025 on 1300 hours 
 
Gujarat Informatics Limited (herein after referred to as GIL), on behalf of Gujarat State Data Center, 
Gandhinagar invites physical quotations for Procurement of Wild Card SSL (Secured Socket Layer) 
SSL Certificate for .Gujarat.gov.in. 

Your physical quotations should reach at our office on or before 12:00 Hours, 17.07.2025 in sealed 
envelope with the heading “Procurement of Wild Card SSL (Secured Socket Layer) SSL Certificate 
for .Gujarat.gov.in for Gujarat State Data Center Gandhinagar.” 

Physical Quotations will be opened on 1300 Hrs., 17.07.2025 at GIL office 

Financial bid Format 

Sr. 
No. 

ITEM 
Qty. 
(In 

Nos.) 

Subscription 
Duration 

Unit Price (In Rs. 
Without tax) 

Total Price (In Rs. 
Without tax) 

Rate of 
GST (%) 

A B C D E F=C*E G 

1 

Procurement of Wild Card 
SSL (Secured Socket 

Layer) SSL Certificate for 
.Gujarat.gov.in for Gujarat 

State Data Center 

1 2 years    

Grand Total   

 
In case of any queries: You may kindly contact on LL-079-23259231 and email ID: 
dgmapp-gil@gujarat.gov.in, manager-egov1@gujarat.gov.in, nikunjp@gujarat.gov.in, 
projexe1-gil@gujarat.gov.in  
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Specifications: 

1. Secures unlimited sub domains of a particular domain through “*.” extension. 
2. Subject Alt Names (SANs) addition capability for compatibility with mobile devices or 

applications that do not support the wildcard character (*) 
3. Minimum 128-bit and Maximum 256-bit SSL encryption should be available. 
4. ECC support 384-bit key. 
5. Supports up to TLS 1.3 protocol along with SHA 2. 
6. Minimum 2048 bit and Maximum 4096-bit key support. 
7. Authentication between web browsers to web servers, as well as server to server. 
8. Trusted by more than 99% of all browsers. 
9. Unlimited re-issue guarantee within certificate lifetime - reduces unexpected costs due to 

minor errors while deploying SSL certificates. 
10. Unlimited server licenses – Fresh copy for each server. 

 
Note: 

1. The work order will be awarded to the bidder quoting the lowest total amount (without 
taxes). 

2. Payment Term – Payment will be released after successful delivery of Wild Card certificate 
to GSDC and confirmation by GSDC of successful deployment in at least one application and 
one website.  

3. Date of expected supply of the SSL – within 7 days from Work order. 
 
 


